'}. Deskpro

Knowledgebase > Managing Deskpro On-Premise > Installation & Upgrades >

Data directory is not writable on Windows
Ben Henley - 2017-11-09 - Comments (1) - Installation & Upgrades

Deskpro requires the data/ directory to be writable by the web server and also the user who
executes the scheduled tasks. The data directory is used to store cache and log files, and if
you have enabled filesystem storage of attachments, it will also store file uploads there.

1. Using Windows Explorer, navigate to the data/ directory.
2. Right-click the directory and choose "Properties" to bring up the Properties dialog.
3. Click on the "Security" tab.
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To change permissions, click Edit.
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4. Click on the "Edit" button to change file permissions.
5. Choose "Everyone" from the group box.
6. In the Permissions box, click the "Allow" checkbox under "Full control"


https://support.deskpro.com/vi
https://support.deskpro.com/vi/kb
https://support.deskpro.com/vi/kb/managing-deskpro-on-premise
https://support.deskpro.com/vi/kb/installation-upgrades
https://support.deskpro.com/vi/kb/articles/data-directory-is-not-writable-on-windows
https://support.deskpro.com/vi/kb/articles/data-directory-is-not-writable-on-windows
https://support.deskpro.com/vi/kb/installation-upgrades

et |

Security

Object name:  Cwampwww'dpl1'data

GI'ﬂIJD ar user names:

2
5% CREATOR OWNER
5% CREATOR GROUP
82 Authenticated Users
52 5YSTEM -
4| i | »
Pemissions for Everyone Allow Deny
Full contral h
Modify L
Read & execute 0
List folder conterts
Read i

Leam about access control and permissions

ok ][ Cancel || rppy |

Comments (1)

Comments (1)

J Jason

4 nam trudc

You can grant the local user account "[USR" Modify permissions instead of the "Everyone"

group.



